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All information in thismanual is based on information available at the time of printing. Themanual is
published to ease the use of an Ultra. Abelko Innovation cannot guarantee that there are nomistakes
or errors in this documentation and cannot be held responsible for any consequences resulting from
the use or misuse based on this information.

All information in this document can be changed without notice. It is likely that certain sections will
be change at the release of new product versions. Be sure to have the latest version of this document
and the corresponding version of Ultra.

© Abelko Innovation. All Rights Reserved.
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1 Introduction

Welcome to IMSE Ultra. This series of products consists of the control units IMSE UltraBase20, IMSE
UltraBase30 and IMSEUltraBase40, operator panel IMSEUltra OP and expansionmodules that can be
connected to expand the number of inputs and outputs.

This user manual is mainly for the person using the pre‑configured system. It aims to provide a guide
on how to use the system in the easiest andmost effective way.

5



1.1 Other Manuals

Configurationmanual: information on how to configure the system.

Referencemanual: more detailed technical information and script programming.

Quick start guide: information on how to quickly get the system up and running.

All manuals are available for download at www.abelko.se

1.2 Warranty

1. Abelkowill repair any design, material andmanufacturing defects at its own expense, provided
they occur during normal use and the purchaser submits a claim within 60 months of the veri‑
fied delivery date. Thepurchaser is responsible for removal, re‑installation and for paying trans‑
port costs to Abelko, and Abelko will repair the defect and return the equipment free of charge
to the purchaser.

2. Thewarranty only covers design,material andmanufacturingdefects. Abelko is not responsible
for defects caused by a failure to follow the instructions, or defects resulting from normal wear
and tear, poormaintenance, unauthorizedwork, noncompliant operating conditions, incorrect
installation or repairs not carried out by Abelko or an authorized agent, voltage surges or other
electrical faults.

3. Abelko’s responsibility for defects is limited to the circumstances described above. Abelko is
not responsible for any consequential damage that may occur as a result of design, material
and manufacturing defects. The purchaser is therefore not entitled to use defects as grounds
for compensation or any other claim, except in the circumstances described above, nor may
such claim bemade against any third parties responsible for fulfilling this warranty.

4. Abelko is not responsible for restoring any configurations, etc. added by the purchaser. The
purchaser should create a backup of configurations and save them to a server.

The information in this document is the property of Abelko Innovation. The content is confidential
and unless you have Abelko Innovation’swritten permission, youmaynot disclose it to anyone except
Abelko Innovation personnel, resellers, agents or licensees. Youmay not copy parts of the document
or save it to data media or other media, including photocopying or recording, unless you have the
permission of the copyright holder, Abelko Innovation.

Abelko Innovationmakesnoguarantees in respectof the contentof this document. Abelko Innovation
also retains the right to alter, add or remove parts of the document at any time and without notice.
Reasons for doing so include printing errors, incorrect information and software/product improve‑
ments. Any such changes will always be included in new editions of this document.

All rights reserved.
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2 Overview of the device

IMSE UltraBase is a general device for controlling and monitoring buildings, systems or facilities. It
is configured to do a certain task and connects to sensors, actuators and other devices. This manual
requires that the device is configured and installed in a facility.

The device’s user interface is web‑based, which means that the device is available through a web
browser. As a complement you have IMSE Ultra OP, a text‑based operator panel that can be con‑
nected to a control unit locally.

When browsing the device’s URL or IP number, youwill be see a loginwindow. The personwho config‑
ures the device sets up users and passwords and gives the user a user level. You can also select which
language you want to use. The device has been tested to work with the latest versions of Firefox and
Chrome.

Factory default the system has following users:

User name Password User level

view ab12 View

operator cd34 Operator

config ef56 Configurator

They should be deleted or have changed passwords before connecting the device to the Internet.

For each user, there is the possibility to set automatic logout when the user has been inactive. This
setting is found under Users

Theuser levelViewallows theuser toviewtheuser interface, butnot tochangeanything. AnOperator
may change settings and is intended for those who will take care of the facility. A Configurator has
full rights, can configure the whole device, upgrade the software, restore backups, andmore.

Warnings when logging in!
The first time you log in to an Ultra, you will be warned that the connection is not private, or similar.
This is because theHTTPS that is being used in the system is a secure and encrypted connection. The
security is guaranteed by a certificate, which needs to be issued for a specific IP number. Since the
IP address is adjustable, there is no certificate for the unit. You need to add this exception. The
procedure differs depending on which browser you are currently using.

When you log in youwill come to a homepage. The start page can consist of a overview or a summary
created by the person who configured the system. The purpose is that you quickly can read values
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of interest or make settings using these overviews and summaries. If there are no overviews or sum‑
maries, the list of active alarms will appear on the homepage. Under themenu System and Settings
you can choose what you want to see at the homepage.

There are four buttons up in the interface:

The bell indicates if there are any active alarms in the system, the icon with multiple bells indicates if
there are any active alarms for any companions and the letter shows if there are any new notes. The
hand indicates that there aremanually overriddenchannels, and is only shown if there are. By clicking
on these, you will be directed to more detailed information.

On the left side there is (usually) a node tree with more overviews and summaries. Click in it in order
to change overview or summary.

2.1 Menus

Home
‑ Home page with a list over summaries and overviews

Alarm
‑ Active alarms
‑ Alarm history
‑—————————‑
‑ Alarm list
‑ Alarm groups
‑ Alarm sendouts

Data
‑ Data logs
‑ Log sendouts

Communication
‑Network
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‑ Email
‑ Recipients
‑—————————‑
‑Modbus slave register
‑Modbus slave settings
‑Modbus TCP Gateway
‑—————————‑
‑ RS485 Ex settings
‑—————————‑
‑ External units sendouts
‑ Portal update
‑ Companion

Configuration
‑ Graphical programming
‑ Summaries
‑Overviews
‑—————————‑
‑ In‑ & outputs
‑ External units
‑Web shares
‑—————————‑
‑ Applications & resources

System
‑Notes
‑ File manager
‑Users
‑ Settings
‑ Backups
‑Update
‑—————————‑
‑Operator panel
‑—————————‑
‑ Information
‑—————————‑
‑ Change history

10



Help
‑Manuals
‑ Support

2.2 Menus limited view

A user can have limited view of the web pages, which means that not all menus are visible.

To temporarily leave this mode, go to the menu Help and Support. Under Limited view, you can
enable/disable the limited view temporarily by using the check box, and then click Set. Now you will
be able to see the menus until the pages are updated or until you log out.

The following menus are visible during limited view:

Home
‑ Home page with a list over summaries and overviews

Alarm
‑ Active alarms
‑ Alarm history

Data
‑ Data logs

System
‑Notes
‑ Information

Help
‑Manuals
‑ Support
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2.3 Connect a PC directly to IMSE UltraBase

If your Ultra is not connected to a network you have access to, you can connect a computer di‑
rectly to the Ultra. On the front, to the right, there is an Ethernet port labelled LOCAL PC. It can
be used to connect a network cable directly to your computer. You can then go to the address
https://192.168.142.1.

The LOCAL PC port has a DHCP server. It automatically provides a connected PC network setting so
that you can access thewebpages directlywithoutmanually changing settings. Thismeans that you
should never connect this port to a network.

The port is slower than the one labelled ETHERNET and should only be used to configure the regular
network connection.

The Ethernet port for regular network connection is on the top left. There are two LEDs for the port.
LINK shines yellow when the Ultra is connected to a network and LAN flashes green when there is
communication on the network.

On the front of an UltraBase30 there is place for a SD card. See chapters Updates and Backup on
SD‑card for more information on how to use this.
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3 Overviews

Overviews are pictures created of an installation with important values so you can quickly and easily
see the status of the installation.

This chapter will explain how overviews work and how they can be used.

3.1 How To Use

An overview provides a schematic image of a system since it can be customized to how your installa‑

tion looks like. The overview can be viewed in full screen by clicking the maximize‑icon .

An overview is created with the overview tool (located under the menu Configuration, Overviews).
The overview consists of values, symbols and graphs which show current values (updated every 3rd
second).

Values have different view alternatives. They can be viewed as an animated image or as an image
who change it appearance when a resource reaches a certain value. For example, an active alarm can
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change the color of a channel value.

Click on a resource to change settings, see alarm limits andmore depending on resource type.

If you want to change the start page go to the menu System, Settings.
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4 Summaries

Summaries are menu pages with added resources to see and edit, such as channels, parameters,
alarms andmore. Summaries are created by the person who configured the system.

This chapter will explain how the different resources look like in a summary and how they work.

4.1 Channels

Channels handle all the variable data in the unit and have different view alternatives. They can be
viewed as a rowwith nameand value, as a graphor as a table. Channels are used for logs and alarm.
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4.2 Parameters

Parameters are used to store settings and can be both editable and non‑editable. If they are editable
you can set their values.

4.3 Alarms

Alarmswill help youmonitor channel values. You can see its name and current status. If the alarm is
active, click on it to go to the active alarm list where you can acknowledge it if needed.

16



4.4 Time schedules

A time schedule is used to set times when things should be active or inactive.

Editwill take you to the timeschedule’s settings.

You can see the time schedule’s current status on the top of the page. Todisable a schedule uncheck
the box to the left of its name. The time schedule will not become active until you select the box
again.

The calendar to the left has current date highlighted. Click on a date to see that day’s details and also
details for that week. You can also click on the week view to change which day you will see details for.
Green blocks enables (activates) the resource and red blocks disables (inactivates) the resource. The
red blocks always rule over the green blocks.

The list at the bottom is an overview for all added rules in the timeschedule. The rule’s current status
is located to the right.
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• If the rule enables objects and is currently active, the light shines green.
• If the rule disables objects and is currently active, the light shines red.
• If the rule is not active, it will be grey regardless if it enables or disables objects.

You can delete a rule or disable it with the box under Type.

UnderHoliday catalog you can choose to activate aholiday catalogwhich is uploadedvia theSystem
> File Manager page under the folder Holiday catalogs. You can see which dates the file contains
along with a description and which day of the week the date will be counted as. This can be used if,
for example, you have a regulation that the heat should be lowered on Sundays since the premises
are not being used at that time, but that this should also apply to public holidays such as Christmas
Eve that occurs on a weekday.

Add a new rule by clicking on a rule type: Date, Weekly, Monthly, Yearly or Periodically.

4.4.1 Date

This is used when you want to do something on a specific date.

1. Select if you want the rule to enable (On) or disable (Off) objects.
2. Set start and stop time in the boxes YYYY‑MM‑DD and TT:MM:SS.
3. Mark the date in the calendar.
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The rule will automatically be set to Active. You can Inactivate it by using the checkbox up in the
corner. If you click Cancel, you will leave you the page without saving the changes you havemade.

4. Click Save. The rule will now be included in the list on the overview page.

4.4.2 Weekly

This is used when you want something to be repeated every week.

1. Select if you want the rule to enable (On) or disable (Off) objects.

2. Set start and stop time bymoving the bar in the time axis or type the time in the boxes.
3. Select the days the rule should apply to by clicking on the weekdays.

The rule will automatically be set to Active. You can Inactivate it by using the checkbox up in the
corner. If you click Cancel, you will leave you the page without saving the changes you havemade.

4. Click Save. The rule will now be included in the list on the overview page.
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4.4.3 Monthly

This is used when you want something to be repeated every month.

1. Select if you want the rule to enable (On) or disable (Off) objects.

2. Set start and stop time bymoving the bar in the time axis or type the time in the boxes.
3. Mark the date in the calendar.

The rule will automatically be set to Active. You can Inactivate it by using the checkbox up in the
corner. If you click Cancel, you will leave you the page without saving the changes you havemade.

4. Click Save. The rule will now be included in the list on the overview page.

4.4.4 Yearly

This is used when you want something to be repeated yearly.
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1. Select if you want the rule to enable (On) or disable (Off) object.
2. Set start and stop time bymoving the bar in the time axis or type the time in the boxes.
3. Mark the date in the calendar.

The rule will automatically be set to Active. You can Inactivate it by using the checkbox up in the
corner. If you click Cancel, you will leave you the page without saving the changes you havemade.

4. Click Save. The rule will now be included in the list on the overview page.
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4.4.5 Periodically

This is used when you want something to be repeated a certain period.

1. Select if you want the rule to enable (On) or disable (Off) objects.
2. Set Period time, this will decide how often the period should be repeated. For example, if you

want something to be repeated every third day, type 3 under Day.
3. Set for how long you want it to be active under Duration. For example, two hours by typing 2

underHours.
4. You can also add a Delay. This gives a delay into the period when the duration will be active.

For example, five hours by typing 5 underHours.

This means that it will be active every third day during 05:00 and 07:00.

The rule will automatically be set to Active. You can Inactivate it by using the checkbox up in the
corner. If you click Cancel, you will leave you the page without saving the changes you havemade.

5. Click Save. The rule will now be included in the list on the overview page.

4.5 Curves

A curve is a interpolation table presented as an configurable curve. Curves are used to do things like
converting an outdoor temperature into a flow temperature and can be monitored by the user both
graphically and numerically.
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In this example you can see how the outdoor temperature (x‑axis) affects the set value for the flow
temperature (y‑axis). For example, you can see that when the outdoor temperature reaches 0 °C, the
flow temperature should be 40 °C.

Click Edit to change settings. You can edit the curve directly in the graph or use the table under the
graph. Add a new data point by double‑clicking in the graph. A double‑click on a data point will erase
it.
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5 Alarms

This chapter will explain how alarms and alarm history are viewed. It will also explain the different
types of alarms, how to acknowledge alarms and how to change the settings for alarm sendouts.

5.1 Active Alarm

All active alarms in the system are listed on Active alarms.

Click Acknowledge to acknowledge an alarm with your name. You can also Acknowledge all the
alarms. Click on an alarm to get more detailed information about the alarm.

An alarm stops being active when it has been inactivated and/or acknowledged, depending on the
alarms settings. You can see the alarm event on the page Alarm history.

The number of active alarms will also be indicated on the top of the web interface.

When it has a red symbol, it means that at least one of the active alarms is an A‑alarm. When it has a
yellow symbol, at least one of the active alarms is an B‑alarm, and a blue symbol is when the alarms
are C‑Z alarms. If the symbol is blinking, it means that there are alarms that need to be acknowl‑
edged.

If the device has one or more companions, the table is extended with another column stating which
device the alarm belongs to.
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5.2 Alarm History

Here, all the alarm events are listed. You can see when they were activated, inactivated and acknowl‑
edged.

A‑alarms are red, B‑alarms are yellow and C‑Z alarms are blue. When an alarm is inactivated, it will
turn green.

Click on an alarm to get more detailed information about the alarm.

5.3 Alarm Types

An alarm is created based on a channel in the graphical programming and can have different types of
priorities.

The different priorities are:

• A‑alarm (red indication)
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• B‑alarm (yellow indication)
• In addition to these, an alarm can have the priority C‑Z (blue indicator)

In addition to these types, there are events/errors andmessages. Events/errors are created by the
system and provide information when there is an error in the system, preventing from working prop‑
erly.

Messages are created by script and provide information concerning system changes, such as the sys‑
tem being switched over to summer mode

The different conditions are:

• Equals (value = limit 1): the alarm is activated when the value is exactly the same as the value
entered under Limit 1.

• Greater than (value > limit 1): the alarm is activated when the value is greater than the value
entered under Limit 1.

• Less than (value < limit 1): the alarm is activatedwhen the value is less than the value entered
under Limit 1.

• Greater (abs (value) > limit 1): the alarm is activated when the value is greater than the value
entered under Limit 1 without taking into account whether the value is positive or negative.

• Smaller (abs (value) < limit 1): the alarm is activated when the value is smaller than the value
entered under Limit 1 without taking into account whether the value is positive or negative.

• Between (limit 1 < value< limit 2): the alarm is activatedwhen the value is between the values
entered under Limit 1 and Limit 2.

• Outside (limit 1 > value > limit 2): the alarm is activated when the value is below the value
entered under limit 1 or above the value under Limit 2.

The Hysteresis settings prevent the alarm from repeatedly switching between active and inactive
when the value is equal to the limit. It specifies the number of degrees by which the value must fall
back below the limit or limits before the alarm can be cleared.

The On‑filter specifies the number of consecutive seconds the alarm condition must be true before
the alarm is triggered. TheOff‑filter specifies thenumber of consecutive seconds the alarmcondition
must be false before the alarm is cleared.

The different acknowledgments are:

• Resetwhen acknowledged: the alarm remains active until a user acknowledges it. If the error
remainsafter thealarm is acknowledged, itwill remainactiveuntil theerror is cleared, including
the delay and hysteresis.

• Automatic reset, with acknowledgment: the alarm reset itself when the error is cleared, but
it still has to be acknowledged. In this case, the acknowledgment is a kind of confirmation that
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someonehasnoticed thealarm. Details of the reset and theacknowledgmentareboth recorded
in the alarm history.

• Automatic reset, without acknowledgment: there is no need for a user to acknowledge the
alarm. The alarm is clearedwhen the error is no longer active as defined in the alarmconditions.
You can specify delay and hysteresis values in the condition.

5.4 Alarm List

Here all the alarms in the system are listed.

5.5 Alarm Groups

Here you create alarm groups. An alarm group defines which alarms are included, either by priority
or a selectionof individual alarms. Alarmgroupsareused formanagingalarmsendouts for bothemail
and texts (if this unit can handle texts).
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Create a new alarm group

1. ClickNew alarm group.
2. Name the alarm group.
3. Then choose Language for themail sendouts andunderType you can choosewhich format the

mails should have. You can also create your own format.
4. Select which alarms you want in the alarm group by clicking the box next to the alarms.
5. For example, if you would like to add all A‑alarms, click the box next to the A. By doing this, all

future A‑alarms created in the application will be included in the alarm group.
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6. Click Save.

Email settings for sendouts are configured under the menu Alarm, Alarm sendouts.

5.6 Alarm Sendouts

Here you create and edit alarm sendouts. Alarm groups must be created before editing alarm send‑
outs (see previous chapter).
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Add a recipient

1. Click on the icon under Recipients on the alarm group you want to add to.
2. Select an already existing recipient (these are created under themenu Communication, Send‑

outs) in the drop downmenu or create a new by entering name and contact information. Mail
host ismandatory since all email recipients need to be tied to an email server. If you don’t have
any mail hosts here you need to fill the settings under the menu Communication, Mail host.
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3. Click Add.

The system will send an email to all recipients each time an alarm in the alarm group turns active or
inactive. Themail contains information about the alarm event. Themail can either be sent to people
or to an alarm server.
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6 Logging data

Logs are history of what has happened in the system, and are used to create statistics. This chapter
will explain how to create and edit logs.

Logs are created under channel settings both in the graphical programming and under the menu
Configuration, Applications & resources.

6.1 Types of logs

Type Description Interval

Instantaneous Each log point contains the
instantaneous value at that
time.

1s, 2s, 15s, 1min, 5min, 15min,
1h, 24h, 1 month

Smart The smart log has per second
resolution closest in time, but
compresses (spreads out) older
log values by calculating
averages. This allows long
history (from the
commissioning of the
installation) with lower
memory usage. The smart log
is for example useful when
logging temperatures where a
long history is required.

Variable

When changed A log point is created every
time the value changes. Used
when logging changes that
happen occasionally, for
example a light switch.

Variabel

Change This type of log shows the
difference in value since the
previous log point. For example
used when logging daily or
monthly consumptions.

1s, 2s, 15s, 1min, 5min, 15min,
1h, 24h, 1 month
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Type Description Interval

Max/Min Each log point consists of the
maxor min value since the
previous log point. The min‑
andmax values are calculated
as a rolling average with per
second resolution.

1s, 2s, 15s, 1min, 5min, 15min,
1h, 24h, 1 month

Mean Each log point consists of the
mean (average) value since the
previous log point. The mean is
calculated with per second
resolution.

1s, 2s, 15s, 1min, 5min, 15min,
1h, 24h, 1 month

Sum The log sums the values since
the previous log point. This is
done with per second
resolution. The sim log can be
used for example when
calculating operating time.

1s, 2s, 15s, 1min, 5min, 15min,
1h, 24h, 1 month

Note that all logs except for smart log are implemented as circular buffers. This means that older log
values will be rotated out of memory when the buffer is full. There is a reserved memory for each log
area, which is not affected by the other logs. For example; the contents of the long term log are not
affected by the short term log filling up and rotating out old log values. The exception is the smart log
where older values are not deleted, they are instead converted to longer intervals.

These are the log areas:

Log area Contents

Smart Smart logs

Short term Periodic logs with interval < 1h

Medium term Periodic logs with 1h < interval <= 24h

Long term Periodic logs with interval >= 1h

Change Change logs
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Log area Contents

When changed When changed logs

6.2 Create logs

1. Go to a channels settings (in the graphical programming or under the menu Configuration,
Applications & resources).

2. Click on Add to add a log. You can have different types of logs for the same channel.
3. Choose type of log, set range and offset.
4. Click Save.

6.3 View logs

Data logs are used for viewing plots of historical data for log points (for example channels or param‑
eters). A view can be saved to be opened later. It is also possible to configure sendouts for saved
views.
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Treeview: Displays log points that can be added as logs. Only channels and parameters that have
logging enabled can be displayed in data logs. This is done in the settings for each channel.

Plot area: The area where plots for the logs are displayed.

Controls for retrieving data: Settings that control the time period for which data is displayed.

Logs: List over the log points that are added as logs in the plot.

Saved views: List of saved views.

6.3.1 Add a log to a plot

A log point is added by drag‑and‑dropping it from the tree view to the plot area. The logwill be added
with its own Y‑axis. Maximum 10 Y‑axis can be added. Note that logs with short log intervals (for
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example per second logs) can take a long time to load for long time periods.

To add a log to an existing Y‑axis, drop it directly on that axis in the plot area. When a log is added to
a plot it is also listed under Logs below the plot area.

The Y‑axis may use SI‑prefixes when displaying very large and small values. For example:

μ micro (0.000 001)
m milli (0.001)
k kilo (1 000)
M mega (1 000 000)

6.3.2 Selection of time period

Controls for retrieving data below the plot area controls which time period the plot displays. To
change the time period, select the desired settings and click Reload data. If period is set to Auto and
a log is added, the x‑axiswill automatically be scaled to suit the type of log. If the selected timeperiod
contains a large amount of measurement points the loading can take a long time. To abort, click
Stop loading. New settings can then be selectedwith a shorter time period, or fewer measurement
points.

Theminiature image shows an overviewof the selected timeperiod. Current zoom level is displayed
as a shadowed area in the minitature image.

The button Clear removes all logs that are currently displayed in the plot area.

6.3.3 Logs

Logs displays a list of all the Y‑axis and which logs are under each Y‑axis.

Min Y andMax Y controls the min andmax values for the Y‑axis in the plot area.

Show gridlines controls whether gridlines are displayed or not.

Showdatapoints controlswhether data points are displayedor not. Datapoints cannot bedisplayed
for logs with a large number of data points.

The checkbox next to each log controls whether the log shall be visible or not.

A Y‑axiswithmore than one logswill have the sameunit and colour as the currently selected log. Click
on a log to select it.

Line type and Plot type controls the appearance of a log in the plot.

Clicking the red crosses removes a Y‑axis (with all its logs) or an individual log from the view.
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6.4 Zoom and pan

6.4.1 Zoomwithmouse wheel

The mouse wheel can be used to zoom in or out in the plot. If the mouse cursor is over the plot area
and the mousewheel is scrolled both the X‑ and Y‑axis will be zoomed. If the cursor is over a specific
X‑ or Y‑axis, only that axis will be zoomed.

6.4.2 Zoomwith selection

Right click and drag in the plot area to select an area to zoom in on.

6.4.3 Pinch zoom (only works with touch screen)

If a touch screen is used pinch zoom can be ised to zoom in the plot. Pinch with two fingers to zoom
in or out in the plot.

6.4.4 Reset zoom

Use the button reset zoom to reset the zoom to display the whole plot in the selected time pe‑
riod.

6.4.5 Pan

Click and drag in the plot area to pan. Click and drag an individual axis to pan only that axis.

6.5 Tooltip

When the mouse pointer is hoovered over the plot a tooltip is displayed.

• If the pointer is over a data point the name, value and timestamp of the data point is displayed.
The data point is marked in the color of the log.

• If the pointer is between data points the name, an interpolated value and its timestamp is dis‑
played. The interpolated point is marked in black.
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6.6 Saved views

A saved view saves the current view of one or more logs so that the same view can be opened later.

Saved views are also used for log sendouts, see chapter Log Sendouts

6.6.1 Create saved view

To save the current view, enter a name for it and click Save. The saved view will then be displayed in
the section Saved views. Saved views with sendouts are indicated with a letter symbol .

A saved view stores:

• Which logs are included in the view, and wich Y‑axis they are connected to.
• Line colour, Line type och Plot type.
• Selected log (determines unit and colour of the Y‑axis).
• Which logs are selected to be visible (determined by the check box)
• Time period settings in Controls for retrieving data

6.6.2 Delete saved view

To delete a saved view, first open it by selecting it in the list. Then press the button Delete. A saved
view with sendouts cannot be deleted. In that case the sendout must first be removed. See chapter
Log Sendouts.

6.6.3 Modify saved view

To modify a saved view, first open it by clicking it in the list. It can then be modified, for exaple by
addingor removing logs. ThenclickSave. Note thatmodifyinga savedviewwith sendoutsalsoaffects
the sendouts.

6.6.4 Export data

The button Export above the plot area allows exporting the currently viewed logs in CSV‑format.

6.7 Log sendouts

Here you can export a log based on your saved log views.
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1. Add a new recipient next to the log you want to export.

2. Select an already existing recipient (these are created under themenu Communication, Send‑
outs) in the drop downmenu or create a new by entering name and contact information. Mail
host ismandatory since all email recipients need to be tied to an email server. If you don’t have
any mail hosts here you need to fill the settings under the menu Communication, Mail host.

3. Click Add.
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4. When you have the recipients click Edit for a Data log.
5. Set Period time (how often you want it to be sent) and an Offset if needed (how far into the

period time you want the transfer to take place).
6. Click Save.

The first time, it will send all the data. After this, it will remember what it has sent and only send new
data (all data collected after the last transfer).

Below is an example of a log sendout.

At the top you can see fromwhich device the mail comes from, with name and MAC address. You can
see what type of log it is (1, database log) and below that, all channel numbers and channel names
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with units are listed. Under these you can see a timestamp and which value the channel had at that
time. There is not always data for each time point for each channel.
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7 Communication

The Communicationmenu allows access to the systems network configuration, overview of alarm‑
and log sendouts, settings for outgoing mail andmodbus settings.

7.1 Network

Network allows you to handle network settings for Ethernet and see information about Local PC.

Allow unencrypted connection controls wether or not it is possible to connect to the Ultra with un‑
encrypted communication (with HTTP on port 80). If the connection is done with HTTP all communi‑
cation, including login credentials, will be sent unencrypted over the network. Unencrypted commu‑
nication is generally not recommended. To connect to the Ultra with encrypted communication the
URL shall start with https://, and to connect with unencrypted connection it starts with https://. This
setting is not included in system backups. This setting is not included in system backups.
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If you change the IP address and click Save, you will be logged out from the system. Enter your new
IP address up in the address bar in order to log in again.

Note: IP‑addresses on the 192.168.142.XXX network are reserved for the Local PC port*, and not pos‑
sible to set for the Ethernet port.

You can always connect with a PC with a cable directly to the Local PC port to change network set‑
tings if you cannot access the device on the Ethernet port. The Local PC port has the fixed address
https://192.168.142.1 and uses DHCP to automatically assign your PC a IP address on the Local PC
network.

Note: If the Ultra is on a network behind a router or firewall it needs to be ported out before it can be
accessed fromtheoutside. Contact theperson responsible for yournetworkenvironment toconfigure
this in the network.

7.2 Mail Host

Here you can edit the settings for the unit’s mail host for outgoing email. This setting is required in
order to send emails for both alarm and log sendouts.

1. EnterHost, Port and a valid Sender for the mail host.
2. Name is used to distinguish the different servers in the system.
3. Many email servers require authentication. Select Auto and enter Username and Password

for the email server (this is something you receive from your Internet service provider).
4. Click Save.
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All email recipients are tied to a mail host defined in the settings. You can define more than one mail
host.

7.3 Recipients

View and edit all the people registered in the system. You can also add new recipients. This section
gives you an overview over which alarm and log sendouts the different recipients will receive.

You can inactivate a recipient with the box next to the recipient’s name. You can also send a test
mail.

7.4 Modbus Slave Register

Modbus is a protocol used to communicate between devices. Here you create and edit register lists
for Modbus‑slave‑communication.

Export lists
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You can export two lists, one for Register and one for Coil.

1. Click on the top list for each type.
2. Click on Export.
3. Choose format, CSV or Print.

7.5 Modbus Slave Settings

Here you activate and edit the Modbus slave function.

7.6 Modbus TCP Gateway

Here you create rules for the external units placed underModbus TCPGateway on the page External
units.

7.7 RS485 Ex settings

On this page, the EX‑port is configured. The EX‑port can either be used for expansionmodules, under
In‑&Outputs, or as anRS485‑port forExternalunits. If it is used for External units, it is recommended
to use an ExConnect module for conversion frommodular cable to screw terminal.
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7.8 External devices sendouts

On this page, you create sendouts for external devices. This is a function that periodically sends email
with all values for all external devices of a particular type. The function is primarily intended to be
used to send meter indications to automatic collection systems, such as invoicing. You can collect
information frommany meters without having to connect them to channels or logs. What’s included
in the sendout is the external device name, when it was last updated, status and value.

7.9 Portal Update

This is a function that, together with a portal server, such as portal.abelko.se, helps keep track of the
unit’s IP address.

1. Enter a name.
2. Set how often (interval) you want the unit to update its address with the server. If you use a

mobile subscription or have a connection that changes the IP address frequently, set a short
interval. If you have a connection that does not change the address very often, such as fiber or
DSL, set a high interval.

On our portal portal.abelko.se, you can use the units MAC address, view its current IP address and
view when the unit was last connected to the server and updated it.

3. When you found your unit (using the units MAC address) save the result page as a bookmark.
This gives youa link that is updatedwith themost recentaddressas longas theunit is connected
to the Internet.
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Please note that the portal service only gives you a link to the product, you do not surf through
the portal.

7.10 Companion

You can use the companion function to see active alarms, alarm history, overviews and summary
pages frommany IMSE Ultra devices in the user interface of one Ultra. This enables a good overview
of aplantwithout theuser needing to log in to several devices and switchingbetween tabs. Toachieve
this you configure all devices as companions to one main companion device that can show all infor‑
mation.

Amain companion can display information fromup to ten other devices. These are configured to con‑
nect to themain companion, and give it information access. A user that logs in at themain companion
automatically has access to settings in all companions with the same access level.

When companions are configured they exchange cryptographic keys in a pairing procedure. After that,
both sides can be sure of the identity of the other side when they henceforth connect automatically.
The communication is encrypted and is safe to use over public networks.

An IMSE Ultra device can be simultaneously be amain companion for ten devices, and share informa‑
tion as a companion to ten other devices.

7.10.1 Showing alarms

Alarms in active companionswill be displayed in a separate alarm icon at the top of the interface. The
icon works in the same way as the other icon for active alarms.

With active companions, the appearance of the Active alarms and Alarm history pages will change.
There will be check boxes for each companion device, including themain device you are logged in to,
above the alarm lists. You can use them to filter which devices you want to see alarms from.

There is also a new column in the list, Device Name, to show which device an alarm belongs to. The
names used in the table and for the check boxes are the devices settings for Module name. It is set in
the menu System / Settings, and is the name showed in top row of the web page.

The tableswork as usual, for the companion, and you can also receive alarms from the companions.
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7.10.2 Home, overviews and summary pages

On the home page there is normally a tree view that enables access to overviews and summary pages.
When companions are active, there is an additional tree for each companion device. For each com‑
panion there is also a counter for active alarms in that device. These treemenusworks just as normal,
and are shown as they are shown in the devices they originally come from.
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8 System

This chapter will explain the note tool and the file manager. Youwill also learn how to create backups
and update the system.

8.1 Notes

InNotes, you can create notes and see changesmade in the system. If you havemade changes in the
system that you want the other users to know of, you can create a note about it here. A new note is
indicated by themail icon on top of the interface for the other users. Click on the icon to view the note
or open the menus System andNotes.

1. Click Create new.

2. Add a note and your name. You can mark the note as High priority. This means that it will be
placed at the top of the list with an exclamation mark.
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3. When you click save, all users will have a new note to read.

Click on a note in order to read the whole note.

By clickingMark all as read the letter symbol for newmessages will be turned off for the user who is
logged on.

8.2 File Manager

File manager is described in Configuration manual.

8.3 Users

Create and edit users.

Change password

1. Click Edit.
2. Enter your new password and click Save. If you click Cancel, your old password will still be

valid.

Create new user

1. ClickNew user. Only a configurator can create new users.
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2. Add a username and a password.
3. Select a user level.
4. Select if Automatic logout shall be active by selecting a timeout.
5. Click Save.

User levels

User level Description

Configurator Has full rights, can configure the whole device,
upgrade the software, restore backups, and
more.

Operator May change settings and is intended for those
who will take care of the facility.

View Allows the user to view the user interface, but
not to change anything.

Password status indicates that the standard password has not been changed. If it has not been
changed, a warning triangle is shown, otherwise, the text OK is shown.

Automatic logout shows the interval in with the user must be active before automatically beeing
logged out.
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Acknowledge alarmsmeans that user level View can acknowledge alarms. Operator and Configura‑
tor always have this permission.

Limited viewmeans that the user can only see the following menus:

• Home: Overviews and summaries
• Alarm: Active alarms and Alarm history
• Data: Data logs
• System: Notes and Information
• Help: Manuals and Support

8.4 Settings

Enter the name and the address of themodule under themenus System and Settings. Here you can
choose start page, choose between overviews and summaries. Settings for date and time are also
located on this page. NTP is recommended to automatically synchronize date and time. You can also
clear history and reboot the system if needed.
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8.5 Backups

Here you can upload, create, export and restore application backups and system backups.
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Application backups: an application backup contains all files and settings that determine what the
device does. This means all applications in graphical programming, application settings, summaries
and overviews, configuration of inputs and outputs, andmore.

An application backup does not include network settings, logged data, alarm history, and notes. You
can use an application backup to reset settings before changes were made or to create a new device
with the same function.

System backups: a system backup is a complete backup of all data and settings in the device. It also
includes network settings, logged data, alarm logs and notes. The system backup is intended to be
used to restore a replaced or broken device. It requires considerably more space than an application
backup. On a UltraBase30 an external SD‑card is used to store systembackups. On a UltraBase20 one
gigabyte of internal flash is used for a partition to store backups.

When you restore a system backup, the network settings are overwritten. If the backup contains set‑
tings that do notmatch the location of the device, youmay lose contact with the device. User settings
will be overwritten so user names and passwords may be changed. Logged data, alarm history and
notes will also be overwritten. This means that, all information that was generated after the backup
was created, will be lost.

A system backup does not include the network setting Allow unencrypted connection.

Note! When using an SD card, it is important that it is formatted with the FAT32 file system. It is
recommended to use an SD card that is 16Gb.
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8.5.1 Create a new application backup

1. Click Create new.
2. Name the backup and add a short description.
3. Click Create new.

The backup is saved in the system and is added in the list of existing backups that you can delete,
export and restore.

All backups are also available under themenuSystemandFilemanager in theBackups folder. There
you can download an application backup to your computer or upload a previously saved backup to
make a copy of an application.

8.5.2 Create a new system backup

To create a system backup on a UltraBase30, you need an SD card in the SD card holder on the front
of your.

1. Click Create New. Here you can see how much free space is left on the SD card. Keep in mind
that it may take a while to create a system backup. In a hard working device it may take more
than an hour.

2. Click Create New.

The backup is saved on the SD card and is added in the list of existing backups that you can delete,
export and restore.

8.5.3 Create an automatic system backup to SD card

An Ultra can be set up to periodically create a system backup. On a UltraBase30 this requires an SD‑
card.

1. Specify howoften the backup should be created. Keep inmind that itmay take awhile to create
a system backup. In a hard working device it may take more than an hour.

2. Click Save.

To make space for new backups the oldest automatically created backups will be deleted when nec‑
essary. If not enough space can be generated, or there is no SDcard, no backup will be generated.
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8.5.4 Front panel buttons for SD‑card on UltraBase30

At the front of an UltraBase30, there are two buttons to interact with the SDcard without using a PC.
You can create and restore system backups, and update firmware form a SD.card using these but‑
tons.

Note! If someone else is working on the device through the interface, the light above the SD card will
flash green. Do not touch the SD card or the backup buttons during this process since itmay interrupt
their work.

Create a system backupwith the buttons on the front

1. To create a systembackup of the systems data to the SD card, hold theBACKUP button until the
light above the SD‑card starts to flash green.

2. The light above the SD‑card will flash green during the whole process.
3. When the process is complete, the light will shine green. Now the backup is finished. The light

will be active until the SD‑card is removed or the device is restarted.

If an error should occur, the light will flash red for 15 minutes. A file will be transferred to the SD card
with information concerning the error (as long as the card is not write‑protected).

Note! SD‑cards are not recommended for long termdata storage. It is safer to transfer the backup file
to a computer or similar.

Load a system backupwith the buttons on the front
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You can load a system backup into the system. The backup is usable when you, for example, want to
replace an unit and need an exact copy.

1. To load a system backup, hold the buttons LOAD + BACKUP until the light above the SD‑card
starts to flash green.

2. When the process is completed, the light will shine green for 5 seconds. Now the full backup is
done.

If an error should occur, the light will flash red for 15 minutes. A file will be transferred to the SD card
with information about the error (as long as the card is not write‑protected).

If there is only one backup file on SD‑card (in the file system root) it will be restored. If there are
automatically generated backups tha latest backup will be restored.

Execution of a load‑file from SD‑card (for example an update)

The filemust be of type .load andmay contain a software upgrades, parameter bank scripts andmore.
A .load file is created by Abelko on request.

1. To run a .load file, hold the LOAD button until the LED flashes green.
2. Depending on execution, the unit can be restarted. The LEDs will then go out for a fewminutes.
3. When the process is complete, the light will shine green for 5 seconds. Now it’s finished.

If an error should occur, the light will flash red for 15minutes. A file will be transferred to the SD card
with information about the error (as long as the card is not write‑protected).

8.6 Update

Update of UltraBase och Expansionmodules is described in Configuration manual.

8.7 Operator panel

Under the menu System and Operator panel, you can see status of the operator panel (if anyone is
installed), edit password and language, and also customize the menus of the operator panel.

8.8 Information

Under the menu System, Information, you can view information about the system and its opera‑
tion.
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8.9 Change history

Under System and Change history, you can see history of which changes have been made in the
system and by which user for selected resources.
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9 Help

9.1 Manual

Themanuals are available at https://www.abelko.se.

9.2 Support

Here you can find contact information for support.
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10 The unit UltraBase20

1. ETHERNET is used to connect to the network.
2. ANALOGOUTmanual override. Turn right to activatemanual override and increase the output

voltage. When the corresponding yellow LED is lit manual override is active. Turn fully left to
deactivate.

3. ExOUT is used to connect to expansionsmodules. This port can also be configured as anRS485‑
port

4. DIGITAL OUT switch for manual override. Set to AUTO for normal operation. A yellow LED indi‑
cates a closed relay output.

5. LOCAL PC is used only for direct connection to a PC with address https://192.168.142.1.
6. POWER shines green when the unit is powered.
7. STATUS shines greenwhen the unit is running. Itmay take a little while before STATUS lights up

when theunit is powered. If it doesnot light up, inputs andoutputs arenotworking. If the status
LED blinks, there is something wrong, go tomenu Active Alarm for more information about the
error.

8. Ex shines green when all the expansion modules that should be connected are running. If it
blinks, a module is missing. Ex does not shine if the port is configured as RS485

9. ALARM has one red LED for A‑alarms and one yellow LED for B‑alarms. The LEDs blink if there
are alarms that need to be acknowledged.

10. VDC is used to power the Ultra with 24 V stabilized DC.
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11. 24VAC is used to power the Ultra with 24 V AC power. Ex OUT is not powered on AC power.

10.1 Power supply

UltraBase20 can be powered i serveral ways. Requirements and characteristics of the unit’s inputs
and outputs can be found in the table below.

Port Supply Supply expansionmodule (port Ex)

VDC 24 VDC* (>300 mA) 24 VDC, 1A

24VAC 24 VAC (>300 mA) No

24 VDC* (>300 mA) No

* Stabilized DC voltage.
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11 The unit UltraBase30

1. ETHERNET is used to connect to the network.
2. Place for SD card.
3. ExOut is used to connect to expansionsmodules. This port can also be configured as an RS485‑

port
4. LOCAL PC is used only for direct connection to a PC with the address https://192.168.142.1.
5. POWER shines green when the unit is powered.
6. STATUS shines green when the unit is running. It may take a little while before STATUS lights

up when the unit is powered. If it does not light up, inputs and outputs are not working.
7. Ex shines green when all the expansion modules that should be connected are running. If it

blinks, a module is missing. Ex does not shine if the port is configured as RS485
8. ALARM has one red LED for A‑alarms and one yellow LED for B‑alarms.
9. BACKUP is used to create a full backup of the system to the SD card.
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10. LOAD is used to execute a .load file stored on the SD card. There may only be one .load file on
the card. A .load file can contain a software upgrade or other commands that will be executed.

11. LOAD + BACKUP is pressed simultaneously to restore the latest backup stored on the SD‑card.

11.1 Power Supply

UltraBase30 is powered by 24 V DC, through the terminal marked +24V and GND.

Requirements and characteristics of the unit’s inputs and outputs can be found in the table below.

Port Supply Supply Expansionmodule (port Ex)

+24V/GND 24 VDC* (>300 mA) 24 VDC, 1A

* Stabilized DC voltage.
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12 The unit UltraBase40

1. ETHERNET is used to connect to the network.
2. ExOUT is used to connect to expansionsmodules. This port can also be configured as anRS485‑

port.
3. LOCAL PC is used only for direct connection to a PC with address https://192.168.142.1.
4. POWER shines green when the unit is powered.
5. STATUS shines greenwhen the unit is running. Itmay take a little while before STATUS lights up

when theunit is powered. If it doesnot light up, inputs andoutputs arenotworking. If the status
LED blinks, there is something wrong, go tomenu Active Alarm for more information about the
error.

6. Ex shines green when all the expansion modules that should be connected are running. If it
blinks, a module is missing. Ex does not shine if the port is configured as RS485

7. ALARM has one red LED for A‑alarms and one yellow LED for B‑alarms. The LEDs blink if there
are alarms that need to be acknowledged.

8. Out +24 V output
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9. (+12V) is used topower theUltrawith 12 V stabilizedDC, or as a +12 Voutputwhen theUltra
is powered from another port. Ex OUT is not powered on +12V power.

10. In is used to power the Ultra with 24 V AC power. Ex OUT is not powered on AC power.
11. VDC is used to power the Ultra with 24 V stabilized DC.

12.1 Power supply

UltraBase40 can be powered in several ways. Requirements and characteristics of the unit’s inputs
and outputs can be found in the table below.

Port Supply
Supply expansion
module (port Ex)

24 V out (port
Out) (out +12V)

(in +12V**) 12 VDC* (>300
mA)

No No Not available

VDC 24 VDC* (>300
mA)

24 VDC, 1A 24 VDC, 100 mA 12 VDC, 100 mA

24VAC 24 VAC (>300 mA) No No 12 VDC, 100 mA

24VAC 24 VDC* (>300
mA)

No No 12 VDC, 100 mA

* Stabilized DC voltage.

** Use GND from the port Out. The Power LED lights up when the device is energized and the Status
LED lights up when the device has started up and is working.
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13 Term Definitions

Acknowledgment: a confirmation that you have received and noticed an alarm.

Alarm: an alarm is always created based on a channel andmonitors the channel’s value according to
set conditions and limits. A‑alarm has a red indicator and B‑alarm has a yellow indicator. In addition
to these, you can choose to give an alarm a priority from C‑Z and they have a blue indication.

Alarm groups: manages alarm sendouts andmakes it possible to create features for multiple alarms
at the same time.

Application: builds the functions in the Ultra. An application contains graphical programming or
script and resources such as channels, parameters, curves, all of which are visible in the graphical
programming. Overviews and summaries are part of an application. An application can contain other
applications, which are subapplications. In the graphical programming, an application is represented
as a box with inputs and outputs. You can create an application template, which can be useful if you
want to create similar applications.

Application backup: a backup with application templates.

Change history: a log that gives an overview of the changes made by users. Includes a selection of
resources in the Ultra.

Channels: handles all the variable data in the unit. Channels are viewed in overviews and summaries
and are logged andmonitored by alarms. Channels are used for logs and alarm.

Coils: this is a type of a Modbus register. One coil is a 1 bit word.

Components: primitive function blocks in the graphical programming. Connect these with other re‑
sources in order to create programs. They exist only in the graphical programming and cannot be
reached from other parts of the system.

Curves: a table that is presented as a configurable curve. Curves are used by controllers to do things
like converting an outdoor temperature into a flow temperature.

Events/Errors: a type of alarm that is created by the system. It notifies youwhen something is wrong
in the system that may prevent the unit from functioning.

Expansionmodules: used to addmore inputs andoutputswith different features and communicates
automatically with the Ultra. You can connect an expansion module and the system will recognize it
and its features.

External units: different types of units that anUltra can exchange informationwith, as amaster. They
can be used formore inputs/outputs, meters andmore. For example, Modbus andM‑bus units can be
connected as external units.
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File manager: tool that uploads files to the Ultra. There are predefined folders including sensor defi‑
nitions, communication definitions and backups.

Graphical programming: a tool that creates graphical programs. It enables you tp build up an entire
systemwith all of its functions based on the inputs and outputs of the unit.

Holiday catalog: a file that can be used when working with time schedules with rules Weekly to
changewhich day of theweek specific dates should be counted as, for example Christmas Day should
be counted as a Sunday regardless of which day of the week it falls on.

I/O‑channels: software representations of real inputs andoutputs, and allows you to set scale factors,
offset and conversion functions for sensors and actuators.

Logs: store values from selected channels with set intervals. Logged data can be displayed as a plot
or exported as a table.

Messages: created by script and is stored in the alarm history. An example of a message is that the
system has changed into summer operation.

Modbus: a protocol that is used to communicate between different units. Values are ordered in num‑
bered registers, which can be read and written by a master.

Node tree: contains all the elements in the system arranged in a hierarchical order. If you open an
application, you can viewwhat’s in it, and further, if you foldout a subapplication, you can viewwhat’s
in the subapplication.

Overview: provides a quick overview of the plant. You can add present values, alarms and more to
this picture. It also allows easy resource editing.

Parameters: store values that are named and set by the user.

Periodic log: this is a log that measures with certain intervals (1 second, 2 seconds, 15 seconds, 1
minute, 5 minutes, 15 minutes, 1 hour or 12 hours). These can measure momentary values, mean
value, max value, min value or a sum of a certain period.

Register: a type of Modbus register; one register is a 16 bits word.

Sensors and actuators: physical units that are connected to inputs and outputs.

Smart log: a log that compresses the data that comes in. Second values are converted to minute
values and so on. This allows you to store data for a longer period.

Summary: a viewwith selected channels, parameters, alarms, alarm groups, curves, time schedules
and databases. Here you can see their values and change their settings.

System backup (a full backup): a backup containing all of the system’s settings and databases, in‑
cluding network settings and users.
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Time schedules: used to set when something should be active or inactive. You can add rules that can
be repeatedweekly, monthly, early or with a free adjustable interval. You can also select not to repeat
the rule at all or only set for a specific date.

Universal input: inputs that measure different kind of quantities (resistance, current and voltage).
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